           Since the dawn of civilization, communications security has taxed man's abilities. An ancient Greek would wind a strip of cloth around his staff and then write a message across the wrap. This was given to a courier to wear on his way to the recipient, who waited with a staff of the right size. When the messenger removed his belt all would be revealed. Foreigners, who might be lying in wait, lacked Greek-sized staffs and could not penetrate the message. 

          Contemporary computer systems contain Data Encryption System or DES chips that take a simple key and then apply a complex series of primal manipulations, rendering it solely accessible to its proprietor, while aborting illegitimate intrusions. To the unaided ear, secure data links sound like staccato, bursts of meaningless noise, but even they are becoming vulnerable to the growing capabilities of today's supercomputers. The famous "Puzzle Palace" of the National Security Agency of the U.S.A. has computers that are said even to make sense of political attack ads. 

     There is in fact only one cipher that can not be cracked: the one-time random pad. If both ends of a link have the only copies of a key that is random and the same length as the message being sent, and after transmission the key is destroyed, then the link is absolutely secure. During the Second World War Mr. Churchill frequently retired to his special 'washroom' that hid one end of a top-secret direct line to the White House. Scrambler telephones modulated the transatlantic signals with random noise from a specially made gramophone records, and the only other copy of that record was used to demodulate the signals at the other end. Mr. Churchill had long discussions about the war, even though each record was used once and lasted for only two and half minutes. Historians agree this piece of high technology was a smashing success, and broke all records for data security. 

     A World War Two scrambler telephone looks primitive alongside today's sophisticated data communications. A modern one-time pad codec would read its noise key from a DVD-R optical data disc. Using two DVD discs recorded with identical random series as keys would mean that Mr. Churchill could safely talk for over a year. The problem will be to generate sufficient noise. 

No doubt, soon large numbers of Ottawa's high tech., microchip intelligence, noise generators will gather in secret archives to have their outputs faithfully recorded on DVD memories. Their data will be stacked up in a government computer center queue before being  checked in statistical detail for a total lack of significance. Even if the technology is cheap and widely available large cipher keys will be expensive. Fortunately, the Canadian intelligence community already has access to a vast data archive which is, utterly meaningless, completely illogical, totally irrational, and very, very, cheap:‑ government science policy statements! 
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